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delen RIVM CIMS-data met

CBS

1 Aanleiding voor dit advies

Op 15 september 2022 heeft u mij om advies gevraagd inzake delen RIVM

CIMS-data met CBS. Met dit advies ga ik in op uw verzoek.

2 Hoofdvraag verzoek

U vraagt mij kort gezegd of de voorgenomen aanpak voldoende degelijk is

onderbouwd om te starten met een data protection impact assessment

(DPIA).

Een DPIA is bedoeld om de privacy risico’s van de gegevensverwerking in

kaart te brengen en als gevolg daarvan wijzigingen door te voeren of

maatregelen te nemen om deze privacy risico’s te beperken.
De voorgenomen werkwijze bevat mijns inziens geen overduidelijke

belemmeringen om te starten met een DPIA. Er zijn wel een aantal

aandachtspunten om mee te nemen bij het opstellen van de DPIA.

Advies:

Mijn advies is om te starten met de DPIA en daarbij in ieder geval aandacht

te besteden aan onderstaande aandachtpunten.

-

Scope:
De werkwijze ziet op gegevensverwerking door samenwerkende partijen

(VWS/RIVM, CBS, ZonMw, geselecteerde onderzoekers). Het is van belang
dat de gegevens, in de gehele keten van samenwerkende partijen, goed
worden beschermd. Het is daarom van belang dat de DPIA ziet op het

gehele proces bij alle samenwerkende partijen en wordt onderschreven

door deze partijen voordat wordt gestart met de verwerking van

gegevens. Deze vorm van een DPIA wordt een keten DPIA genoemd.

- Rolverdeling en verantwoordelijkheden samenwerkende partijen:
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Beschrijf in de DPIA uitgebreid wat de rolverdeling en Secretaris Generaal / plv.

verantwoordelijkheden zijn van de samenwerkende partijen ten opzichte Secretaris Generaal

i " Directie Informatiebeleid /
van de te verwerken gegevens. Leg de verantwoordelijkheden vast in de

cio

overeenkomsten tussen de partijen. Hier zijn verschillende standaard Cluster iAdvies en Toetsing

modelovereenkomsten voor beschikbaar.

Kenmerk

Multidisciplinair team voor begeleiden DPIA:

Richt een multidisciplinair team in om het voorgenomen proces

gezamenlijk uit te werken. Betrek daarin in ieder geval een afvaardiging

van samenwerkende partijen, onderzoeker, privacy specialist,

informatiebeveiligingsspecialist, jurist, afvaardiging van beleid en uiteraard

de penvoerder van de DPIA. Het is uiteraard mogelijk om meerdere rollen

te combineren in een persoon.

Stuur er op aan dat relevante functionarissen van de samenwerkende

partijen knelpunten vooraf bespreken en oplossingen aandragen. Denk

hierbij onder andere aan het in contact brengen van de privacy officers

van de samenwerkende partijen.

Informed consent doorbreken beroepsgeheim vaccinatiezetter:

Besteed in de DPIA aandacht aan de informatie die de burger heeft

gekregen bij het maken van zijn keuze om toestemming te geven aan de

vaccinatiezetter om de gegevens van de burger door te geven aan het

RIVM. Dit betreft zowel de informatie die is gegeven door de

vaccinatiezetter als gegevens die is verstrekt door de rijksoverheid en in

het bijzonder VWS/RIVM. Dit betreft overigens niet de gegevensgrondslag
van de gegevens in CIMS. Deze gegevens worden verwerkt op basis van

een wettelijke taak.

Verzoek Tweede Kamer voor onafhankelijk onderzoek:

Besteed in de DPIA aandacht aan de motie van de Tweede Kamer die

vraagt om onderzoek door onderzoekers die kort gezegd niet zijn gelieerd
aan VWS/RIVM. Denk daarbij onder andere aan de informatieplicht die de

minister heeft om de Kamer te informeren en de rol van de Tweede Kamer

als Volksvertegenwoordiging.

Gebruik lessons learned uit eerdere verzoeken van de tweede Kamer om

onafhankelijk onderzoek:

Afgelopen jaar heeft een onderzoek plaatsgevonden naar de inkoop van

persoonlijke beschermingsmiddelen. Hiervoor is een DPIA opgesteld

waarbij zijn diverse privacy specialisten van binnen en buiten VWS zijn
betrokken. Gebruik de lessons learned uit het opstellen van die DPIA om

de nog op te stellen DPIA te versnellen.

Advies aanvullende vragen

Aanvullend heeft u mij gevraagd of andere adviesorganen moeten betrokken

voordat wordt gestart met de DPIA. Ook heeft u gevaagd welke partijen

gekwalificeerd worden geacht voor het opstellen van de DPIA.

Het is niet noodzakelijk om andere adviesorganen te betrekken voordat wordt

gestart met de DPIA. Het is wel aan te raden om een aantal functionarissen op de

hoogte te stellen van de komst van een DPIA zodat tijd ingepland kan worden om

bij te dragen aan de totstandkoming van de DPIA. Een voorbeeld hiervan zijn de

verschillende Functionarissen Gegevensbescherming van de samenwerkende
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partijen. Zij zullen als interne toezichthouder op gegevensbescherming formeel

advies moeten geven op de uitgewerkte DPIA. Het is ook aan te raden om de vast

te stellen wie de uiteindelijke restrisico’s moet accepteren en deze functionarissen

alvast op de hoogte te brengen. Let daarbij op dat deze personen het formele

mandaat hebben om namens hun organisatie restrisico’s te accepteren.

Hoewel het niet de eenvoudigste DPIA zal zijn om op te stellen, zijn er diverse

partijen voldoende gekwalificeerd op de DPIA op te stellen. Uiteraard zal de

inhoudelijke informatie van de samenwerkende partijen moeten komen. Ik heb

vernomen dat aan de Landsadvocaat is gevraagd of zij voldoende beschikbaarheid

heeft om deze DPIA op korte termijn op te stellen. De Landsadvocaat is mijns
inziens zeker gekwalificeerd om deze DPIA uit te voeren. De Landsadvocaat is ook

betrokken geweest bij het opstellen van de reeds openbaar gemaakte DPIA voor

het onderzoek naar persoonlijke beschermingsmiddelen waardoor de lessons

learned uit dat onderzoek waarschijnlijk vrij eenvoudig verwerkt kunnen worden in

het voorliggende proces.

Indien u een toelichting wenst op dit advies ben ik beschikbaar voor vragen.

5.1.2

5.1.2e

Secretaris Generaal / piv.
Secretaris Generaal

Directie Informatiebeleid /

CIO

Cluster iAdvies en Toetsing

Kenmerk
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