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Use Case Overview

—
Facilities will request the person to identify with a legal identity

Test Facility document, an identity card, driver's license or a passport, to

(Performs COVID-1g tests) prove their identity, and citizenship.
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diagnosis) Healthcare Facility)
Provider

4 Organization
]

/4 / (Requires test for access)
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A COVID-19 =|
the facility rin]
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» Within Healthcare, persons are identified with their citizen service number Every Healthcare Provider

» Process of testing and diagnosing is not changed due to the introduction of Organization specifies the door

the unlock-app policy for its facilities.

2

1068983



1068983

Architectural Roles flwmsioies
tess

Test Facility
(Performs COVID-1g tests)

Person

(who wants to enter a

Healthcare Facility)
Verifiable

Credential

Laboratory Healthcare

(Performs COVID-19
:

A
Provider

Organization
(Requires test for access))

Verifiable

=|
Presentation

Verifiable

a Credential

Governance Organization
(Identifies & authorizes Test Labs and Host Orgs, maintains credential schemas)



1068983

Data Controllers and Processors
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MVP Arc h itectU re Legend: =Typeof verifiable credential Proof .... =Type of verifiable presentation

@
= Wallet, key store and encrypted storage of verifiable credentials

]
2. Scan with app

1. Send over email Of codis contains

endpoint and
connection keys

3. Set up connection

4. Request proofnegatively diagnosed COVID-19

5. Requestproofauthorized verifier
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= Nn ad Arc h it eo ct U re Legend: (&) wee of verifiable credential Proof .... =Type of verifiable presentation

@®=Wallet, key store and encrypted storage of verifiable credentials
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O g] bO ad rd | nN J - PO Legend: (i) ee of verifiable credential Proof.... =Type of verifiable presentation

@=Wallet, key store and encrypted storage of verifiable credentials
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OnN b0ad rd Nn J La b Legend: =Type of verifiable credential Proof.... =Type of verifiable presentation

@® =Wallet, key store and encrypted storage of verifiable credentials

1. Request as Issuer

2. Request confirmation

3.Send confirmation email

4. Send credential

/ Authorized Laboratory

Verifiable Data Registry
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@=Wallet, key store and encrypted storage of verifiable credentials

Span of Control Public Health Service Span of Control Person

Lab dashboard
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SSU | nN g Legend: =Type of verifiable credential Proof .... =Type of verifiable presentation

@=Wallet, key store and encrypted storage of verifiable credentials

Span of Control Person

1. Notify
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3. Request diagnosis
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4

@) coving diagnosis

|
Verifiable Data Registry ]



1068983

Ve r fy Nng Legend: =Type of verifiable credential Proof .... =Type of verifiable presentation

@=Wallet, key store and encrypted storage of verifiable credentials
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Verifiable Credentials

1. Authorized Healthcare Provider Organization

2. Authorized Laboratory

Access Token

4. COVID-19 diagnosis
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Verifiable Presentations

1. Proof Authorized Healthcare Provider Organization

2. Proof Authorized Laboratory

Proof Access Token

Proof negatively diagnosed for COVID-19>

ow
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