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Hugo

Onderstaand het verzoek van DI PG WJZ voor jouw akkoord op een spoedwetsvoorstel van JenV ten aanzien van cyberhulp
inclusief een korte toelichting over het doel en noodzaak van deze wet Eveneens vind je bijgevoegd het wetsvoorstel zelf Zou jij
onderstaande mail en bijgevoegd voorste kunnen bekijken en aangeven of jij akkoord bent JenV zit met smart te wachten dus

vandaar dat ik de stukken alvast naar je op de mail zet

Dank

10 2e

Beste Hugo

Ik mail je met het verzoek om akkoord te geven op een spoedwetsvoorstel van het ministerie van JenV Dit

spoedwetje geeft aan de minister van JenV de bevoegdheid om taken uit te voeren zodat cyberhulp kan worden

verleend aan instellingen waar intensive care wordt of kan worden verleend zoals ziekenhuizen instellingen die

onderzoek verrichten dat gericht is op de diagnostiek van COVID 19 fabrikanten van geneesmiddelen en houders

van handelsvergunningen van geneesmiddelen en fabrikanten van medische hulpmiddelen en persoonlijke

beschermingsmiddelen gedurende hierna organisaties COVID 19 uitbraak bij te staan De taken zullen worden

uitgevoerd door het NCSC Nationaal Cyber Security Centrum

10 1b

Het is wenselijk dat deze cyberhulp gegeven wordt door het NSCS namens de minister van JenV Alle ziekenhuizen

zijn op dit moment aangesloten bij Z CERT het cybersecuritycentrum voor de zorg en krijgen a I cyberhulp 10 1b

d0 1b

VWS NCTV AIVD en NCSC hebben de afgelopen weken gewerkt aan het opstellen van een plan van aanpak om

ervoor te zorgen dat deze organisaties extra informatie advisering en indien nodig bijstand ontvangen Doel is

hun digitale weerbaarheid te versterken en het uitvallen van de beschikbaarheid of het verlies van integriteit van

hun systemen te voorkomen of te beperken Bijstandverlening vanuit het NCSC kan ervoor zorgen dat digitale
incidenten bij deze organisaties zoals de uitval van netwerk en informatiesystemen worden voorkomen of zo snel

mogelijk worden opgelost

Om de inzet van het NCSC mogelijk te maken moet de Wet beveiliging netwerk en informatiesystemen Wbni

tijdelijk worden gewijzigd De voorgestelde wijziging van de Wbni ziet niet op de vitaalverklaring van de

organisaties en leidt evenmin tot het gevolg dat de zorgplicht en de meldplicht op hen van toepassing wordt VWS is

bezig met een herbeoordeling om te bezien om delen van de zorg vitaal zouden kunnen worden aangewezen Een

eventuele vitaalverklaring van de zorg behoort een regulier traject te doorlopen waarin ook de nodige zorgvuldige

voorbereiding en afstemming plaatsvindt met de diverse actoren binnen de zorgsector Het is daarom niet wenselijk
om dat in deze tijden versneld te laten plaatsvinden Dit betekent immers een extra belasting voor de genoemde

organisaties die reeds onder hoge druk staan in verband met de aanpak en bestrijding van het COVID 19 virus

In samenwerking met NCSC NCTV AIVD en VWS heeft het ministerie van JenV een spoedwetsvoorstel opgesteld
dat regelt dat de minister van JenV de bevoegdheid krijgt om taken uit te voeren met het oog op de gewenste

cyberhulp Het gaat om een tijdelijke regeling voor de duur van de huidige uitbraak van COVID 19 en vervalt op 1

oktober 2020 Omdat echter niet valt uit te sluiten dat de noodzaak voor de tijdelijke voorzieningen ook na deze

datum nog blijft bestaan is een mogelijkheid in de spoedwet opgenomen om deze termijn zo nodig telkens met

twee maanden te verlengen bij koninklijk besluit indien de omstandigheden rond de COVID 19 uitbraak daar



309153

aanleiding toe geven

Mede namens 10 2e 10 2een

10 2s

10 2e

Ministerie van Volksgezondheid Welzijn en Sport

Postbus 20350 | 2500 EJ | Den Haag

Managementassistente @minvws nl10 2e I 10 [2e 2a

I
l@minvws nlRj


