Van: RAC
Aan: GGD'en
Datum: 21 augustus 2020

Van meerdere GGD’en ontving LCI de juridische vraag op basis waarvan
horecagelegenheden contactgegevens van hun klanten registreren en die gegevens
mogen/moeten doorgeven aan de GGD.

Ziehier de geformuleerde uitgangsvraag met daaronder het intercollegiale advies daarbij

van mr. (10)(2e) (CIb).
Vraag

1) mag de ondernemer de gegevens doorgeven (-> is vraag naar de werking van AVG)
en

2) méet de ondernemer op vraag van de GGD de gegevens doorgeven? (-> is vraag naar
specifieke materiéle wetgeving).

Antwoord

Vooraf: ditis Intercollegiaal advies. De GGD/gemeente beslist zelf over zijn eigen
wet/regelgeving. Het RIVM gaat niet over regels rondom BCO. Dat gezegd hebbend:

1) M&g de ondernemer de gegevens doorgeven aan de GGD?
Deze vraag moet beantwoord worden binnen het kader van de AVG.

a) De ondernemer heeft een overzicht van personen die als nauw contact met een
index moeten worden beschouwd. Dit betreft ‘gewone’ persoonsgegevens dus niet
bijzondere persoconsgegevens. -> art. 6 AVG is van toepassing.

a. De ondernemer legt rechtmatig het overzicht aan op grond van art. 6, 1(a) AVG
—-> toestemming (bijvoorbeeld NAW-opschrijven bij restaurant bezoek); en/of zonder
toestemming: art. 6, 1(f) AVG -> behartiging van een gerechtvaardigd belang van de
ondernemer (bijvoorbeeld lijst van medewerkers in een bedrijf die in nauw contact
geweest kunnen zijn). Het gerechtvaardigd belang van de ondernemer? -> verplichting
om aan deze registratie te voldoen; plicht tot veiligheid voor werknemers; bescherming
goede naam; voortgang van de productie; etc.

b. De ondernemer mag vervolgens de gegevens verstrekken aan de GGD; 1) op
grond van art. 6, 1(a) AVG bij bijv. bezoekerslijsten, want voor dat doel zijn ze opgesteld
en is (al dan niet stilzwijgend) instemming verleend. En/of 2) op grond van art. 6, 1(f)
AVG omdat daarmee hetzelfde gerechtvaardigde belang van de ondernemer wordt
gediend als waarvoor ze verzameld zijn; wél dient de ondernemer in dit geval de
medewerkers er over te informeren dat hun naam/contactgegevens aan de GGD zijn
doorgegeven. Maar toestemming vragen hoeft niet/is niet nodig.

2) Méet de ondernemer de gegevens doorgeven aan de GGD wanneer daarom wordt
gevraagd?

Voor het antwoord hierop moet de GGD ze mogen ontvangen en daarnaast een
verplichting tot verstrekken gevonden worden in een materiéle wet:

a. Art. 6, 1(e) AVG: De GGD is sowieso in alle gevallen bevoegd om de verzamelde
contact-gegevens van de ondernemer te ontvangen want dit gebeurt voor de uitvoering
van een taak van algemeen belang opgedragen aan de GGD (namelijk BCO -> art. 6, 1c
Wet publieke gezondheid).
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b. De ondernemer moet deze gegevens aan de GGD verstrekken, wanneer een
opdracht/bevel daartoe is neergelegd in de regionale noodverordening. Een verplichting
tot medewerking kan niet ontleend worden aan de Wpg of anderszins bijv. gemeentewet.

C. Wanneer niet opgenomen in een noodverordening, dan is verstrekking vrijwillig;
maar gezien het gestelde onder (1) kan een ondernemer dus niet ‘privacy-bescherming’
inroepen als verontschuldiging om niet mee te werken.

Bron: CRIos LCI casus 27100.

Standaardtekst in regionale noodverordeningen van veiligheidsregio’s in Nederland.

Noodverordening COVID-19 veiligheidsregio Drenthe 10 augustus 2020

Paragraaf 2 Maatregelen
Artikel 2.1 Verboden samenkomsten

]
4. In afwijking van het tweede en derde lid is het verboden een samenkomst in een eet-
en drinkgelegenheid of een daarbij behorend buitenterras of een buitenterras op een
evenemententerrein te organiseren, te laten organiseren, te laten plaatsvinden of te
laten ontstaan zonder:
a. de bezoekers vooraf of bij aankomst te laten reserveren;
b. de gezondheid van de bezoekers te verifiéren;
c. de bezoekers te placeren; en
d. de bezoekers te vragen hun contactgegevens beschikbaar te stellen en toe te
stemmen met de verwerking en overdracht van die gegevens ten behoeve van de
uitvoering van een eventueel bron- en contactonderzoek door de GGD en daartoe
de volgende gegevens te verstrekken:
1) volledige naam;
2) datum, aankomsttijd en placering van het bezoek;
3) e-mailadres;
4) telefoonnummer;
5) toestemming.

5. De in het vierde lid, onder d, genoemde gegevens worden uitsluitend verwerkt voor
de uitvoering van een eventueel bron- en contactonderzoek door de GGD, uitsluitend
door de regionale GGD opgevraagd en worden 14 dagen bewaard en daarna vernietigd
door de exploitant.

Iedere GGD dient te controleren of bovenstaande tekst in de noodverordening van de
eigen veiligheidsregio is opgenomen. De RAC heeft zeven noodverordeningen hierop
nagelopen (per RAC-regio één noodverordening gecheckt). In alle zeven was deze tekst
in bovenstaande vorm opgenomen. De datum van inwerkingtreding varieerde van 10 tot
21 augustus.
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